Reporting Scam Mail to Royal Mail

Please answer the following questions and return this form, together with recent examples of the scam mail received, including both the envelope and the contents* in the prepaid, addressed envelope enclosed.

*Please do not include any cash or other gifts which have been included in suspected scam mail.
Section 1. About You
	Title: 
	First name:
	Surname:

	Your Address:

	Town / City:                                                   Postcode:

	Telephone:
	Email:

	Are you the recipient of the scam mail being reported?

(If Yes, go to section 3. If No, go to section 2.)
	   Yes
	
	   No
	


Section 2. About the recipient
	Your relationship to the recipient? Relative, Friend, Colleague, Carer, Other
	

	Title: 
	First name:
	Surname:

	Recipient’s Address :

	Town / City:                                                   Postcode:

	Telephone:
	Email:


Section 3. About the mail received by the recipient
	When was the mail that you have forwarded to Royal Mail received? DD/MM/YY: 

	Over what period has this type of mail been received?

	Per week (on average), how many items of this type of mail are received? 

	Is the recipient still receiving mail of this type?
	Yes
	
	No
	

	Has any payment been made to the senders? 
	Yes
	
	No
	

	Has the recipient ever responded to this type of mail?
	Yes
	
	No
	

	If yes, how were the senders responded to?    Letter
	
	Phone
	
	email
	
	other
	


Continues on reverse… 
Section 4. About the senders of the mail
	Other than the details on the mail items, do you have any other information which could help identify the senders/ those behind the mail being reported?



Section 5. Any other information 

	Please use this space to provide any other information which you feel is relevant:



Section 6. Declaration of Permission 
Royal Mail may wish to contact you for more details. If you would rather not be contacted, please tick here 

If it is ok to contact you, how would you prefer to be contacted?  Email        Telephone        Letter         
Please sign the declaration below, granting Royal Mail permission to open any unopened samples of suspected scam mail you have provided. Any items of value received will be returned to the recipient.
When an individual may be suspected as a victim of crime the information you provide may be shared with other postal carriers and law enforcement agencies, such as the National Trading Standards Scam Team, to investigate.
	Printed - Your Name:

	
	Signature:

	Printed – Name of Recipient: 
(If different to above) 

	
	Signature:


Possible follow-up activity. 

Royal Mail would like to monitor the type and quantity of scam mail entering its postal system and may contact some recipients to request that they send us the scam mail they receive.  Individuals/addressees that assist us in this way are known as ‘Mail Marshalls’.

If you choose to become a Mail Marshall we will provide pre-paid envelopes for sending into Royal Mail any scam mail examples that you receive.  These will provide vital information in our attempts to combat scam mail.
	Would you consider becoming a ‘Mail Marshall’ and send us the scam mail you receive on an on-going basis?
	Yes
	
	No
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